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Abstract

The telecommunications sector is increasingly connected to the Internet, resulting in an expanded attack surface accessible from the public Internet. This has increased the availability of information such as IP addresses, open ports, and other network details that anyone from the Internet can access. As a result, potential entry points for attackers have increased, making it essential to map the attack surface of telecommunication networks from the public Internet. While previous research has explored various tools and techniques for mapping the attack surface of the Internet of Things (IoT) and Industrial Control Systems (ICS), such techniques have not yet been extended to the telecommunications domain.

This thesis aims to comprehensively map the attack surface of telecommunications operators from the public Internet. To achieve this, we conducted a thorough literature review and proposed a methodology for mapping the attack surface explicitly designed for the telecommunications sector. First, we devised a research workflow that outlines the steps involved in the methodology. Second, we developed a Python-based tool to automate the workflow. We used the tool for a particular mobile network operator. It successfully gathered DNS records, IP addresses, exposed ports, services, Autonomous System Numbers (ASN), server versions, and potential vulnerabilities. The collected data provides valuable insights into the network infrastructure of the operator, aiding in the understanding of potential security risks.
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Sammanfattning

Telekommunikationssektorn blir allt mer kopplad till Internet, detta resulterar i en större attackytta som är tillgänglig från det offentliga Internet. Detta har gett en ökad tillgänglighet av information som till exempel IP adresser, öppna portar, och annan nätverksinformation som vem som helst kan få åtkomst till via Internet. På grund av detta, har potentiella ingångar för attacker ökat, detta gör det avgörande att kartlägga attackytor för telekommunikationsnätverk från det offentliga Internet. Medan tidigare forskning har undersökt olika verktyg och tekniker för att kartlägga attackytor för the Internet of Things (IoT) och Industrial Control Systems (ICS), så har sådana tekniker ännu inte sträckt sig till telekommunikationsdomänen.

Denna avhandling har som mål att utförligt kartlägga attackytan för telekommunikationsoperatörer från det offentliga Internet. För att uppnå detta, har vi utfört en grundlig litteraturgranskning och föreslagit en metodologi för kartläggning av attackytor specifikt designat för telekommunikationssektorn. Först konstruerade vi ett forskningsarbetsflöde som beskriver stegen involverade i metodologin. Sedan konstruerade vi ett Python-baserat verktyg för att automatisera arbetsflödet. Vi använde verktyget för en särskild mobilnätverksoperatör. Den samlade framgångsrikt in DNS uppgifter, IP adresser, exponerade portar, tjänster, Autonomous System Numbers (ASN), versioner av servrar, och potentiella sårbarheter. Den insamlade informationen ger värdefulla insikter i nätverksinfrastrukturen hos operatören, vilket hjälper till att förstå potentiella säkerhetsrisken
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Chapter 1

Introduction

The telecommunications sector has become an indispensable part of modern society, connecting people across the globe and facilitating the flow of information. The purpose of telecommunication networks is to enable reliable, fast, and robust communication between individuals, businesses, and institutions on a global scale while ensuring the security and integrity of both the communication itself and the underlying network infrastructure. However, the criticality and importance of the telecommunications infrastructure have also made it an attractive target for cybercriminals [1].

Traditionally, telecommunication networks were designed to operate in closed networks that cannot be reached by the public Internet. Security of these telecommunication networks progressed in an enclosed setting, where protocol standardization often involved close collaboration among technology companies. The primary approach to network security was to limit access to a network of trusted associates rather than using robust cryptographic building blocks. However, in recent decades, telecommunication networks have adopted the use of IP-based protocols, which have enabled these networks to be connected to the Internet in both control and data layers. In addition, telecommunications operators are transitioning from operating all aspects of their networks in-house to outsourcing network functions to services and infrastructure provided by commercial vendors. Companies like Deutsche Telekom and Globe Telecom have migrated all their IT workloads to the public cloud, resulting in cost savings, efficiency improvements, and increased capacity [2]. In addition, telecommunications operators are building edge applications with the help of the public cloud, an example being SK Telecom’s use of AWS’s Wavelength.

This exposure of telecommunication networks to the public Internet
increases their security footprints and makes them susceptible to miscon-
figuration. Security footprints are the public information available about a
network or an organization that can be gathered by anyone. This publicly
accessible information might include data about IP addresses, internal
network architecture, open ports, version of the software and operating
system used, exposed services, and DNS records. This opens up potential
points of entry for attackers and increases the overall attack surface of
telecommunication networks. However, the security perspective employed in
the telecommunications sector has not kept pace with these changes and, in
many respects, continues to adhere to outdated security models. Consequently,
it is crucial to develop a fresh perspective on the mapping of attack surfaces
within the telecommunications sector, with a focus on detecting the exposure
of security footprints from the public Internet before potential attackers
discover them.

1.1 Problem Statement

The necessity of mapping the attack surface of telecommunications operators
has grown due to its potential exposure to the public Internet. While
various tools and techniques have been employed to map the attack surface
from the public Internet in the context of Industrial Control Systems (ICS)
and Internet of Things (IoT), such research has not been extended to the
telecommunications domain. This is mainly attributed to the initial design
and the belief that telecommunication networks operate within a closed
environment. However, this belief may no longer hold, necessitating the use
of these techniques to identify the extent of a telecommunications operator’s
exposure to the Internet. This thesis aims to bridge this gap by employing
multiple attack surface mapping techniques and tools to comprehensively map
the network attack surface of a telecommunications operator from the public
Internet.

1.2 Goals

The main goals of this thesis are:

- To establish a comprehensive methodology for mapping the attack
  surface of a telecommunications operator.
• To develop an automated tool for aggregating data related to the network attack surface of a telecommunications operator.

1.3 Research Questions

This thesis seeks to address the following research questions:

• Have attack surface mapping techniques been applied in the domain of telecommunications operators? Can existing tools and methods be adapted to assess the attack surface of telecommunications operators?

• What network assets are visible and accessible to the public Internet in the context of telecommunications operators?

1.4 Sustainability and Ethics

The primary focus of this research is to enhance the long-term security of telecommunications operators and their users, contributing to the sustainability of secure digital communications. From an ethical standpoint, active scanning methodologies were deliberately omitted throughout this thesis. No probes were sent directly, ensuring compliance with ethical guidelines and avoiding violations. It is important to emphasize that the proposed methodology and the data collected solely rely on publicly available sources on the Internet. Furthermore, no exploits of vulnerabilities were conducted during this study. This ethical approach ensures that the research maintains its integrity and credibility, prioritizing the security and confidentiality of telecommunications systems.

1.5 Research Methodology

Our thesis employed a qualitative approach to map the attack surface of the telecommunications operator. This involved conducting an extensive literature review and investigating various attack surface mapping tools and techniques used in this field. Through our qualitative research methods, we recognized the significance of leveraging a combination of multiple tools and search engines to ensure a comprehensive understanding of the attack surface. Building upon the findings from our qualitative research, we devised a research workflow and designed the architecture of our tool.
1.6 Delimitations

We have established certain delimitations to maintain a clear and well-defined scope for our research. First, our focus is specifically on the network attack surface within the telecommunications operator, which refers to the potential points of entry within the network infrastructure of the telecommunications operator. Additionally, it is important to note that our research is based solely on passive techniques. We rely on information that is publicly accessible through the Internet and do not engage in any active scanning or probing activities. This suggests that our analysis is limited to the data and insights available through passive means, such as analyzing publicly available information and using existing tools and databases.

1.7 Structure of the Thesis

The remainder of the thesis is structured as follows. Chapter 2 provides the necessary background for the thesis. It also outlines the literature review. Chapter 3 presents the proposed methodology and steps taken to conduct our research. Additionally, it details the Python-based tool developed for this research. Chapter 4 presents and evaluates the results gathered from the tool. Chapter 5 discusses the limitations of our work and suggests ways for future directions. Finally, Chapter 6 concludes the thesis, summarizing the key findings.
Chapter 2

Background

In this chapter, we provide background information on attack surface mapping and discuss various tools and techniques used for it. In addition, we discuss enterprise assets, with a specific focus on network assets. Finally, we conduct a comprehensive review of past literature related to attack surface mapping on Internet-connected information systems using passive techniques.

2.1 Attack Surface Mapping

Attack surface mapping is a method used to identify and analyze a system’s various components, interfaces, and dependencies. A system’s attack surface is the set of ways it might be susceptible to an attack [3]. It encompasses entry points, exit points, channels, and untrusted data items that attackers can exploit. Mapping the attack surface helps assess the overall security status by determining the extent to which the system is susceptible to potential attacks. This includes identifying external points, such as network interfaces and APIs accessible from outside the organization’s network, as well as internal components like databases and servers.

Attackers exploit the attack surface by identifying vulnerabilities within the system’s resources and using them to gain unauthorized access and manipulate system behavior. By understanding the attack surface, attackers can focus on weakly protected entry points and insecure communication channels. On the other hand, defenders use the concept of attack surface mapping to enhance system security. They assess and analyze the attack surface to identify potential vulnerabilities and prioritize security efforts accordingly. By reducing the attack surface, the defenders aim to minimize the number of potential entry points and channels attackers can exploit. During software
development, attack surface measurements are used to guide testing efforts and ensure that security patches are applied in a manner that does not expand the attack surface. Additionally, software consumers consider attack surface measurements when selecting software configurations to minimize exposure to potential risks [3].

The initial step in the mapping of attack surface mapping involves asset identification. Many organizations struggle to maintain an accurate inventory of their assets, which can give attackers an advantage. Therefore, identifying and analyzing assets is crucial in understanding vulnerabilities and potential targets for attackers. The initial phase of collecting asset-related data is known as reconnaissance [4]. The reconnaissance phase also involves gathering information on vulnerabilities in the target network. The information gathered during the reconnaissance phase helps an attacker choose the most suitable tools to carry out a successful attack on the target while enabling the organization to implement proactive security measures and safeguard their infrastructure against potential vulnerabilities.

2.2 Assets

Before an organization can secure itself, it is imperative to understand the assets that make up its IT infrastructure. Assets are valuable items that require protection. Standardization frameworks such as ISO/IEC and NIST framework define assets as “any entity or item that is of value to an organization” [5, 6]. The NIST framework considers assets as both tangible including physical items like hardware and network devices and intangible, consisting of software, functions, data, and humans. The ISO/IEC definition expands to incorporate soft assets such as employee-related information (e.g., job roles and contact details), as well as business and financial data.

2.2.1 Generic Enterprise Assets

All the assets a business possesses that are used in its daily operations to generate revenue and value constitute its enterprise assets [7]. These assets are essential to the operation and continuity of the business and include tangible and intangible assets such as hardware, software, networks, and information assets.

- Hardware assets refer to the physical components of an organization’s IT infrastructure that support various processes within an organization.
These assets include data processing equipment, such as computers and servers, and fixed equipment, such as server racks. In addition, hardware assets encompass data and electronic mediums employed for data storage and transmission, such as hard drives, and Solid-State Drives (SSDs).

- Software assets encompass the software and applications used in an organization’s operational activities. These assets can be grouped based on their purpose. This includes the organization’s operating system and its version, business applications like Enterprise Resource Planning (ERP) systems, Customer Relationship Management (CRM) software, and database systems used for data storage and retrieval. Additionally, development tools encompassing Integrated Development Environment (IDE), compilers, debuggers, and other related components, as well as security software and administration software, contribute to the overall range of software assets used by the organization.

- Network assets are the physical and logical components that comprise a network infrastructure. These assets include physical devices like routers, firewalls, switches, wireless access points, transceivers, LAN adapters, Integrated Services Digital Network (ISDN) terminal adapters, and dongles, as well as network identifiers and network services that are part of an organization’s infrastructure.

- Information assets refer to the valuable data owned or controlled by the organization that can be used to support its mission, objectives, and operations. An organization’s information assets can be personal information that includes data about employees or customers collected by the organization or strategic information that contributes to the organization’s strategic planning and decision-making.

This thesis primarily focuses on identifying logical components of a network, i.e., network services and identifiers of an organization that are accessible from the public Internet.

### 2.2.2 Network Assets

Network assets encompass various network identifiers, including IP addresses, Fully Qualified Domain Name (FQDN), subdomains, and Domain Name System (DNS) records. These identifiers provide information about the organization’s network, which adversaries can later use during targeting [8].
The DNS plays a critical role in the network infrastructure, which not only translates IP addresses into user-friendly domain names but is also an essential factor in establishing trust for Internet service access [9]. DNS record, which is represented in a tuple «name, TTL, class, type, data » are stored on DNS servers and allows for configuration and control of other information about the domain name. They provide important information into the categories and geographical distribution of servers. Some common types of DNS records are presented in the Table 2.1.

<table>
<thead>
<tr>
<th>DNS Record</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>Points to the IP address of a host</td>
</tr>
<tr>
<td>MX</td>
<td>Points to the mail server of a domain</td>
</tr>
<tr>
<td>NS</td>
<td>Points to the name server of a domain</td>
</tr>
<tr>
<td>CNAME</td>
<td>Allows creating aliases or canonical names for a host</td>
</tr>
<tr>
<td>SDA</td>
<td>Indicates authority for a domain</td>
</tr>
<tr>
<td>SRV</td>
<td>Specifies service records</td>
</tr>
<tr>
<td>PTR</td>
<td>Maps an IP address to a hostname</td>
</tr>
<tr>
<td>RP</td>
<td>Identifies the responsible person for a domain</td>
</tr>
<tr>
<td>HINFO</td>
<td>Provides domain information, such as CPU type and OS</td>
</tr>
<tr>
<td>TXT</td>
<td>Stores unstructured text records</td>
</tr>
</tbody>
</table>

Table 2.1: Common DNS records.

DNS records gathered publicly reveal information that can be used in different ways to target an organization. Collecting DNS information can help determine key hosts in the network and map the network infrastructure of an organization. The data field of Canonical Name (CNAME), Mail Exchanger (MX), and Name Server (NS) records indicate domains that could expire [9]. A potential attacker can re-register these domains and use them for malicious purposes. DNS records, including MX, TXT, and Sender Policy Framework (SPF) records, can potentially indicate the use of third-party cloud and SaaS providers like G Suite, Salesforce, or Office 365 [8]. Furthermore, DNS is now used for email spoofing mitigation through SPF, as well as authentication of Secure Shell (SSH) and Transport Layer Security (TLS) key fingerprints (TXT records) [10]. This information exposure can lead to dedicated phishing campaigns, SPF spoofing, and DNS hijacking attacks.

Moreover, numerous websites integrate third-party services through their DNS servers by adding an A or CNAME record and asserting ownership of the subdomain on the third-party service account. Nonetheless, the subdomain becomes vulnerable if the domain owner abandons it without removing
references to the domain name from their information systems. Some third-party services do not verify these claims, allowing an adversary to claim ownership of an abandoned subdomain fraudulently. This enables them to control the subdomain’s content, which could lead to a subdomain takeover attack. Additionally, retaining DNS resolution history can be advantageous, as an asset might still exist at a previous IP address even if the associated domain no longer directs to it [11]. Thus, DNS is a valuable asset to an organization.

An Autonomous System Number (ASN) is a unique identifier assigned to an Autonomous System (AS), signifying the network to which a device belongs and the routing policies for that network [12]. AS denotes a collection of one or more IP prefixes administered by one or more network operators, who maintain a single, well-defined routing policy. While an ASN serves as a crucial identifier for a network and its routing policies, it does not directly identify a specific device on that network.

The allocation of IP addresses for an organization represents an additional valuable asset. Public IP addresses are typically assigned to organizations as a block or a range of consecutive addresses. Moreover, IP addresses can unveil critical organizational details, including the geographical location of servers, the Internet Service Provider (ISP) employed by the organization, and the scale of the organization [13]. Gaining knowledge of physical locations provides insight into hosting essential infrastructure and resources. This type of information gathering renders organizations susceptible to targeted attacks, such as identifying vulnerabilities within systems associated with those IP addresses or launching direct attacks like Distributed Denial-of-Service (DDoS) attacks. Additionally, it exposes organizations to potential risks regarding physical security threats and targeted social engineering attacks.

2.3 Reconnaissance

Reconnaissance is the process of gathering information about assets before the attacks [4]. Reconnaissance can be technological, i.e., using several available tools, or non-technological, i.e., through social engineering. This thesis mainly focuses on the technological method of conducting reconnaissance. Technologically oriented reconnaissance involves two distinct approaches - passive and active.
2.3.1 Active Reconnaissance

Active reconnaissance involves launching probes against the target system and examining the system’s response to determine its properties. A probe refers to a form of network communication directed towards a specific system, and the resulting response from the system is analyzed to determine the features and properties of the target system. Target systems may employ mechanisms to analyze incoming communications and identify potential reconnaissance activities. If a probe is detected, systems may choose not to respond or take appropriate defensive measures [4].

Network scanning is one of the methods of conducting active reconnaissance. It is the process of scanning the whole network to identify active hosts on a network, exposed ports and services, the OS of a host, and network topology, and discover their vulnerabilities. This information is collected by employing several techniques, which include:

- Checking for active hosts on a network by sending Internet Control Message Protocol (ICMP) ping requests to valid Internet Protocol (IP) addresses in user provided ip range.

- Scanning for open ports for each target host by sending probe packets to each port to be checked.

- Scanning to identify services and their versions by carefully crafting probes against the host and analyzing the collected data. This also involves OS identification via fingerprinting or banner grabbing.

There are some widely used automated network scanning tools presented in Table 2.2. Recent advancements in high-speed Internet-wide scanning, particularly with the introduction of tools such as Zmap and Masscan, have significantly reduced the time required to scan the entire IPv4 space, bringing it down to just a few minutes [17]. This rapid scanning capability has introduced new opportunities for empirically driven security research. Conversely, it has also provided attackers with the ability to conduct large-scale scans of vulnerable hosts within mere hours of a vulnerability disclosure.

In addition to employing network scanning tools for vulnerability disclosure, there are various widely used vulnerability scanning tools. The purpose of vulnerability scanning is to identify, detect, and evaluate security vulnerabilities in computer systems. Its main goal is to uncover known and unknown security risks within a network or computer system. Typically, vulnerability scanning involves using automated tools to examine a system
Nmap

It is a network scanning tool that allows users to discover domains, services, and operating systems on a network using various scanning techniques, such as TCP SYN scan, UDP scan, and ICMP scan. [14]

Zmap

Zmap is a high-speed Internet-wide scanning tool designed to quickly scan the entire IPv4 address space, making it appropriate for large-scale data collection and research. [15]

Masscan

Masscan is a high-speed port scanner that can scan all 65535 ports of an IP address in a matter of minutes, making it ideal for identifying open ports on a large number of hosts. [16]

Table 2.2: Network scanning tools

<table>
<thead>
<tr>
<th>Tools</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>OpenVAS</td>
<td>Open-source vulnerability scanner for comprehensive assessments of computer systems and networks. [18]</td>
</tr>
<tr>
<td>Nikto</td>
<td>Open-source web server vulnerability scanner specializing in identifying security issues in web servers. [19]</td>
</tr>
<tr>
<td>Nessus</td>
<td>Widely used commercial vulnerability scanner with an extensive vulnerability database for detecting and assessing security vulnerabilities in various systems. [20]</td>
</tr>
</tbody>
</table>

Table 2.3: Vulnerability scanning tools

for known vulnerabilities systematically. This scan actively searches for identified vulnerabilities, such as misconfigurations, out-of-date software, missing patches, or any other vulnerabilities attackers can exploit. A list of some widely used vulnerability scanning tools is provided in Table 2.3.

Despite abundant active scanning tools, conducting such scans without explicit permission can be considered unethical and illegal [21]. For ethical reasons, we rely on passive reconnaissance to gather data and do not perform active scanning ourselves.
2.3.2 Passive Reconnaissance

Passive reconnaissance comprises collecting information from third-party sources such as Internet information databases, search engines, and communication lines outside the organizational perimeter without interacting with the target system, making it undetectable by the owning organization. Since passive reconnaissance does not involve any interaction with the target system, it remains undetectable by the organization that owns the system. The main goal of the reconnaissance phase is to map a target in the real world (such as a company, government, or other organization) to its corresponding representation in the cyber world [22]. There exists a variety of methods and techniques employed during the reconnaissance phase based on the diversity of the information required.

One of the widely used frameworks for passive reconnaissance is the Open Source Intelligence (OSINT) Framework. The OSINT framework is a collection of tools, techniques, and resources to collect information from publicly accessible sources [23, 24]. The current interconnected world generates an extensive volume of data, a significant portion of which is publicly accessible, allowing any Internet user to access it from any location and at any time. In this regard, OSINT is a form of intelligence that benefits from the open nature of the Internet by accumulating, analyzing, and correlating data from the entire cyberspace to generate valuable insights [25]. By leveraging OSINT, researchers and security professionals gain the ability to discover and analyze data that can aid in understanding and assessing potential vulnerabilities, threats, and targets in a network. The OSINT Framework comprises multiple categories, including search engines, social networks, and domain and IP address analysis.

2.3.2.1 Search Engine Supported by Internet Scanning

As we do not conduct active network scanning ourselves due to ethical implications, we leverage the capabilities of specialized search engines that are specifically designed to democratize the process of Internet-wide scanning. They conduct comprehensive Internet scans and present the data in an accessible format.

- **Shodan** Shodan is a specialized search engine that enables users to locate embedded devices and computer systems, such as routers and servers, using a variety of filters and criteria [26]. Shodan scans the Internet to discover accessible devices and services, collecting data such
as IP addresses, ports, and service banners. This information is stored in a database accessible through a web interface and an Application Programming Interface (API). Shodan conducts the scan by gathering and analyzing service banner metadata. A service banner is a message or set of information sent by a network service when a client establishes a connection with it. Typically, the service banner includes the service’s name, version number, and possibly additional information, such as the server’s operating system or the current date and time. Shodan is an important tool, as it can help determine whether there are known vulnerabilities based on the software and firmware levels identified. Generally, Shodan gathers and analyzes metadata information from the service ports in Table 2.4.

<table>
<thead>
<tr>
<th>Service</th>
<th>Ports</th>
</tr>
</thead>
<tbody>
<tr>
<td>File Transfer Protocol (FTP)</td>
<td>21</td>
</tr>
<tr>
<td>Secured Shell (SSH)</td>
<td>22</td>
</tr>
<tr>
<td>Telnet (TELNET)</td>
<td>23</td>
</tr>
<tr>
<td>Simple Network Management Protocol (SNMP)</td>
<td>161</td>
</tr>
<tr>
<td>Unsecured Web (HTTP)</td>
<td>80</td>
</tr>
<tr>
<td>Secured Web (HTTPS)</td>
<td>443</td>
</tr>
<tr>
<td>Internet Message Access Protocol (IMAP)</td>
<td>143</td>
</tr>
<tr>
<td>Simple Mail Transfer Protocol (SMTP)</td>
<td>25</td>
</tr>
<tr>
<td>Session Initiation Protocol (SIP)</td>
<td>5060</td>
</tr>
<tr>
<td>Real-Time Streaming Protocol (RTSP)</td>
<td>554</td>
</tr>
</tbody>
</table>

Table 2.4: Ports scanned by Shodan

- **Censys** is a public search engine supported by data obtained through continuous Internet-wide scans. It allows users to perform full-text searches on protocol banners and query various derived fields [27]. Censys regularly scans the public IPv4 address space, covering significant ports and protocols. It validates the collected data and executes application-layer handshakes using a framework for pluggable scanners. Censys performs daily scans on the top 137 ports, along with an additional 1440 ports in cloud environments, while refreshing all known services within a 24-hour timeframe. The search capabilities of Censys include full-text searches, regular expressions, and numeric ranges, which can be combined using Boolean logic. The search engine maintains up-to-date records of publicly accessible IPv4 hosts, Alexa Top 1 million websites, and known X.509 certificates, enabling users to
conduct queries against these datasets.

Censys is a valuable tool for organizations to assess their external-facing attack surface. Given the challenge of monitoring network-connected devices and the potential for inadvertent exposure of private devices and services, Censys facilitates queries based on network blocks and Autonomous Systems (ASes). This functionality enables organizations to easily extract all relevant data collected by Censys about their publicly accessible services [27].

2.3.2.2 Subdomain Enumeration

Subdomain enumeration involves identifying a comprehensive list of subdomains associated with a target domain, which allows for a more thorough reconnaissance. While the primary domain is often highly secure and adheres to strict security protocols, it cannot be assumed that all other subdomains will do the same. By enumerating subdomains, attackers can gain valuable insights into the underlying architecture, uncover hidden user interfaces and admin panels, and potentially exploit low-hanging vulnerabilities. Less frequently visited and unknown domain names create a blind spot that attackers can exploit. In addition, developers create “test” or “shortcut” subdomains that they can later forget to clean up [28]. This process of subdomain enumeration can help gather data and details on subdomains that should have been decommissioned. Table 2.5 presents the subdomain enumerations tools used in this thesis.

<table>
<thead>
<tr>
<th>Tools</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sublist3r</td>
<td>Sublist3r adopts an extensive strategy for subdomain enumeration, making use of various search engines like Google, Yahoo, Bing, and Ask, along with additional sources such as Netcraft, Virustotal, and ReverseDNS to augment the process. [29]</td>
</tr>
<tr>
<td>DNSDumpster</td>
<td>DNSdumpster.com is a free domain research web application that uses DNS lookup and crawling methods to discover hosts and gather extensive information related to a domain. [30]</td>
</tr>
</tbody>
</table>

Table 2.5: Subdomain enumeration tools
2.3.2.3 GSMA Documents

The IR.21 roaming database [31] serves as a crucial source of information for adversaries, providing standardized details about the network infrastructure and interconnection for each operator. Administered by Global System for Mobile communications Association (GSMA), the global IR.21 database grants access to Global System for Mobile Communications (GSM), 3G, and Long Term Evolution (LTE) operators worldwide. It offers a comprehensive overview of the operator’s external interfaces and parameters visible to other operators. These details encompass the IP addresses of various network nodes, such as GGSN, SGSN, MMSC, AAA servers, and DNS Servers, which connect to the GPRS roaming exchange. Operators use this information to configure their firewalls and border gateways accordingly.

The IR.67 document [32] covers DNS and E.164 Number Mapping (ENUM), providing information on general and service-specific server configuration, domain name formats, and usage procedures. It also addresses the GRX/IPX network, focusing on DNS/ENUM servers connected to this backbone network.

2.3.2.4 National Vulnerability Database

The National Vulnerability Database (NVD) is a repository for vulnerability management data based on established standards. It enables “automation of vulnerability management, security measurement, and compliance” [33].

The NVD consists of Common Vulnerabilities and Exposures (CVE) entries, which constitute a publicly accessible database of reported cybersecurity vulnerabilities, where vulnerabilities are added and updated regularly. Each CVE entry is assigned a unique identifier, such as CVE-2021-1023. Furthermore, each entry is accompanied by a vulnerability score in the Common Vulnerability Scoring System (CVSS) format. The CVSS scoring system is used to assess vulnerability severity and prioritize vulnerability remediation. The CVSS scores span from 0 to 10, wherein 0 indicates the lowest severity, and 10 denotes the highest severity level assigned to a particular CVE entry. Additionally, CVE entries are associated with specific Common Platform Enumeration (CPE) names. CPE is the structured naming scheme for identifying various applications, operating systems, and hardware devices in an enterprise’s computing assets [34]. These CPE names offer important details, including information about the software vendor, name, version, language, and edition. The NVD uses the CVE and the CPE systems to provide detailed vulnerability data. For example, when a new vulnerability
is added to the NVD, it is given a CVE identifier, and the systems or software that it affects are identified using CPE.

### 2.3.2.5 Other Tools

In addition to the tools and techniques described, there exists a diverse array of Open Source Intelligence (OSINT) tools, each serving unique purposes and gathering various data types, including, but not limited to, network data presented in the Table 2.6.

<table>
<thead>
<tr>
<th>Tools</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Spiderfoot</td>
<td>A reconnaissance tool that retrieves a wide range of intelligence from over 100 public data sources (OSINT), including IP addresses, domain names, email addresses, and names, among other elements [35].</td>
</tr>
<tr>
<td>Recondog</td>
<td>Recondog gathers information about its scan targets by using external databases and locally driven searches. [36]</td>
</tr>
<tr>
<td>Maltego</td>
<td>Maltego extracts data from open sources and presents it in a graphical format. It allows the discovery of data relationships and links, including those that are hidden or not obvious. [37]</td>
</tr>
</tbody>
</table>

Table 2.6: OSINT tools

Moreover, dedicated tools, such as Wappalyzer, specifically designed to detect the technologies used on websites, provide insights into a target’s software stack. In this thesis, however, we specifically leverage a technique known as banner grabbing. Banner grabbing is the technique to determine the operating system running on the target system [38]. This technique enables the determination of the protocol, application, version, hostname, device type, and OS type of the services under analysis. We rely on the banners grabbed by Censys and Shodan and conduct analysis to grab only relevant information from the banner.

From 2.1, we can gather valuable information, for example, the version of the server (nginx 1.18.0) and the service (HTTP/1.1). With this type and version of an application, it is possible to scan for known and exploitable vulnerabilities in that version by using the NVD and the CVE system mentioned in section 2.3.2.4. With the tech stack and version identified from
Figure 2.1: A sample banner grabbed from Shodan

the banner, the NVD and the CVE database can identify and mitigate potential security risks associated with those technologies.

2.4 Literature Review

Several studies have been conducted over the years to map devices on the Internet, with a subset of these using Shodan as a tool for this purpose.

2.4.1 Mapping Devices on the Internet using Shodan

Project SHINE [26] conducted in 2015 employed Shodan to quantify the direct connectivity of Supervisory Control and Data Acquisition (SCADA)/ICS devices to the Internet. The authors found around 500,000 ICS devices connected to the Internet. This study concluded that, among other reasons, the primary factors contributing to device exposure to the public Internet were poorly configured devices and default device settings. To evaluate the indexing functionality of Shodan, Bodenheim et al. [39] conducted an experiment where they intentionally exposed several industrial systems to the Internet. Their findings indicated that Shodan successfully detected, indexed, and identified the deployed devices. In addition, they proposed that manipulating service banners showed promise as a countermeasure to prevent device identification through Shodan search queries. In [40], the
authors employed honeypot technology to analyze the Shodan search engine. The results revealed a significant increase in Internet scans targeting ICS honeypots after they were indexed by Shodan, suggesting that the visibility and attractiveness of these honeypots were amplified after their visibility in Shodan.

2.4.2 Using Shodan for Vulnerability Assessments

In addition to using Shodan to map devices on the Internet, various studies have explored the use of search engines, particularly Shodan, for vulnerability assessments of ICS [41, 42] and IoT [43, 44] devices. The authors of [41] combined Shodan with the NIST NVD and CVE-Details to evaluate vulnerabilities in SCADA systems. Meanwhile, [42] compared Shodan and Google-based vulnerability assessments for IT systems with contact-based assessments using Nessus. The Shodan-based assessment centered on scanning Shodan banners to extract vulnerabilities reported for each device based on CVE or NVD. Furthermore, [43] conducted remote security assessments of publicly accessible IoT devices using an expanded data set derived from initial public Shodan queries, while [44] focused on discovering vulnerabilities in SCADA devices, web cameras, and health networks by employing the Shodan API and testing default passwords against identified SCADA devices to analyze responses and identify vulnerable systems.

Some recent research also focuses on leveraging Shodan to obtain more information. Genge Enachescu in [45] developed an automated passive vulnerability assessment tool, ShoVAT. This tool leverages Shodan’s indexing capabilities to discover services, reconstruct CPE information, and extract vulnerabilities from the NVD. Furthermore, another study [46] introduced a tool named ShoBeVODSDT, a non-intrusive tool that used Shodan and Binary Edge to detect vulnerabilities in open data sources. In alignment with these previous studies, our thesis incorporates the NIST NVD and CVE system in conjunction with search engine methodologies to assess vulnerabilities.

2.4.3 Aggregate Attack Surface Mapping

There has also been research on using multiple search engines to map the devices on the Internet [47, 48]. In the study conducted by [48], historical data collected from multiple search engine tools, such as Shodan and Censys, was analyzed. The findings indicated that relying solely on Shodan could not characterize network exposures effectively. Therefore, the
authors recommended the aggregation of data from multiple sources instead of a single search engine. In [47] the authors evaluate several search engines, including Shodan, BinaryEdge, and Censys, to identify the aggregate attack surface of ICS. They find significant variation in the exposures discovered by each tool, but when the attack surface is merged, they recognize distinctive contributions from each tool. The results conclude combining multiple tools provides a more comprehensive view of the attack surface. Building upon these research findings, our thesis uses multiple search engines to create an aggregated picture of the attack surface.

2.4.4 Asset Discovery Framework

In addition, it is worth noting that a significant portion of existing research in the field concentrates on using search engines to map assets present on the Internet. To further contribute to this knowledge, Mathew et al. in [11] provides an overview of asset discovery techniques and propose a framework to systematize the asset discovery techniques. The authors suggest the pivotal role of DNS in asset discovery, particularly when identifying network services. They emphasize the usefulness of DNS in uncovering IPv6 address space, thereby suggesting that asset discovery techniques pertaining to DNS should be of focus. In this thesis, we use DNS and DNS-based tools along with search engine data to provide a comprehensive discovery of network services from the Internet.
Chapter 3

Methodology

To address the research questions, we initially conducted a comprehensive literature review, which revealed a research gap in attack surface mapping for telecommunications operators. To address this gap, we conducted a study involving the analysis of network assets, reconnaissance tools, and techniques related to attack surface mapping. Subsequently, we present a methodology specifically designed to address this challenge within the telecommunications sector. Firstly, we devised a research workflow that outlines the steps of our proposed methodology. Following that, we developed a Python-based tool to automate the implementation of our methodology. This tool serves as a prototype, showcasing the practical application of our proposed approach. In this chapter, we will discuss this in detail.

3.1 Research Workflow

In this section, we present the research workflow of the adopted methodology, which uses existing tools and techniques and applies them to map the attack surface of a telecommunications operator. The research workflow, depicted in Figure 3.1, outlines the step-by-step process proposed to map the attack surface of a telecommunications operator.

**Step 1: MNO as an Input:** The first step of this methodology involves providing the name of the Mobile Network Operator (MNO) as an input. Subsequent steps involve collecting and analyzing further information based on the provided MNO name.

**Step 2: IR.67 Database:** As mentioned in section 2.3.2.3, the IR.67 database provides DNS configuration guidelines for an operator. For instance, the domain name guideline for the Evolved Packet Data Gateway (ePDG)
entity in the Evolved Packet Core (EPC) component of the telecommunications infrastructure is presented below. The "MNC" and "MCC" variables represent the Mobile Network Code (MNC) and the Mobile Country Code (MCC) of a specific Service Provider.

This constructed domain name, comprising the MNC and MCC of an operator, along with the MNO name, is passed as an input to the subsequent steps.

**Step 3: Reconnaissance Queries to Subdomain/DNS Enumerators:**
Subdomain enumerator tools are employed to obtain a list of subdomains,
hostnames, and IP addresses associated with an MNO. DNS records (MX, NS, A, TXT, CNAME) are also collected for these subdomains. This step allows us to map the network architecture of a mobile network operator and narrow down the hosts for further analysis. In this thesis, we used the tools Sublist3r [29], DNSdumpster [30], and MxToolBox [49] for the aforementioned purpose.

**Step 4: Search Engine**: In this step, we focus on gathering banner metadata from search engines for all IP addresses associated with an MNO. To accomplish this, we use two search engines: Censys [27], and Shodan [50]. These search engines provide a wealth of information for each IP address but have distinct structures for their banner metadata. To ensure that we extract relevant and valuable information from the acquired banner metadata, it is essential to identify and isolate the key details. In light of this, we have summarized and described the selected metadata from Shodan and Censys in Table 3.1 and 3.2, respectively, which reflect such considerations. It is worth noting that the banners obtained from each search engine may differ due to variations in scanning protocols, scan time, and scanning frequency. Consequently, there might be slight variations in the banner results between the two search engines. We aim to merge these results while ensuring we retain unique records for each IP address.

<table>
<thead>
<tr>
<th>Meta-data</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>asn</td>
<td>Autonomous system number</td>
</tr>
<tr>
<td>data</td>
<td>Contains all data related to the device and its published services (main banner)</td>
</tr>
<tr>
<td>ip</td>
<td>The IP address of the device</td>
</tr>
<tr>
<td>port</td>
<td>The port number on which the service is operating</td>
</tr>
<tr>
<td>location</td>
<td>Geographic location of the device</td>
</tr>
<tr>
<td>os</td>
<td>The operating system that powers the device</td>
</tr>
<tr>
<td>opts</td>
<td>Supplemental data not formalized in the main banner</td>
</tr>
<tr>
<td>opts.vuln</td>
<td>Vulnerabilities found on the service and corresponding countermeasures</td>
</tr>
<tr>
<td>isp</td>
<td>ISP responsible for the IP space</td>
</tr>
</tbody>
</table>

Table 3.1: Meta-data used from Shodan

**Step 5: Banner Analysis**: After an initial grab of banners from the search engine tools, we conduct further analysis by merging the banners and consolidating the information for each field associated with a specific IP
Meta-data | Description
--- | ---
autonomous system | An object containing fields related to the autonomous system that the host is reachable at
ip | The IP address of the host
location | An object containing fields related to the host’s geographical location
services | An array containing preview information of every service on the matching host
services.port | The port number that the service is running on
services.service_name | The name of the service
services.banner | The response message from a service indicating its version, software information, and protocols used
services.operating_system | The operating system associated with the service

Table 3.2: Meta-data used from Censys

address. This consolidation creates a dataset consisting of unique records for each IP address. The next step in banner analysis involves extracting additional details related to the technologies used, such as the server and its version, from the banners. This includes details such as the server software used and its specific version number. This step also involves generating statistical data based on the gathered information.

Furthermore, during this stage, we perform the classification of IP addresses and hosts based on the service and port details acquired from the banners. In the context of a mobile network operator, it is important to consider that an IP address can either be assigned to a private customer or be part of the telecommunications infrastructure, and it may also be publicly exposed on the network. We also store those IP addresses that have no services exposed. This indicates that these IPs do not have any services or ports exposed that are scanned by search engines. This list of IPs can be used for the active scanning of ports later.

**Step 6: NVD and CVE Lookup** The information related to the server and its version number gathered in step 5 is further used to gather potential associated vulnerabilities. To facilitate this process, we leverage the NIST National Vulnerability Database (NVD) mentioned in section 2.3.2.4. Using the server information obtained from the banners, we perform a lookup within the NVD to identify any known CVEs related to the specific server software and its version. This step allows us to identify potential weaknesses in the server’s configuration.
3.2 Tool Implementation

We have designed and implemented a Python-based command line tool to streamline the research workflow outlined in Figure 3.1. This tool leverages a combination of passive reconnaissance tools while automating the network asset discovery process. It also generates statistical summaries based on the collected banners, enabling valuable insights and aiding in the assessment of the telecommunications operator’s overall security.

The developed tool follows a modular architecture and consists of three main modules: DNS Reconnaissance Module, Banner Grabbing Module, and Banner Analysis Module. The modular architecture followed by the tool is presented in Figure 3.2.

![Figure 3.2: Graphical representation of the tool’s architecture showcasing different modules, their interdependencies, and output data.](image)

3.2.1 DNS Reconnaissance Module

The first step in the implementation is gathering DNS, domain, and subdomain-related data, which is gathered using the DNS Reconnaissance Module. In this module, we automate steps 1, 2, and 3 of the research workflow in Figure 3.1. The first input to this module is the name of the Mobile Network
Operator (MNO). After receiving the input, the MNO name is then appended to various top-level domains such as .com, .org, and .fi, which are then used as input for the rest of the analysis. For an operator named MNO, the domains MNO.com, MNO.fi, and MNO.org are used to get subdomains and host records from Sublist3r and DNSdumpstr.

To use the IR.67 database, we maintain our local database of MNC and MCC for every operator in a JSON file. When given an operator name as an input, we look up the MNC and MCC details of our codes.json file and then construct the domain names by replacing the respective codes in the format. For instance, for the operator MNO, the MCC and MNC codes are 043 and 422, respectively, and the ePDG domain name in EPC would appear as shown below.

```
epdg.epc.mnc422.mcc042.pub.3gppnetwork.org
```

Furthermore, we use MXToolBox to obtain the DNS records for the domains and subdomains gathered from the previous step. A typical DNS record obtained from MXToolBox is shown in Figure 3.3, which is then further processed to store in a more structured format as presented in Figure 3.4. By default, results from MXtoolbox are stored in a .txt file, which we subsequently process to store in a more structured manner within a .csv file. All the DNS records are exported and stored in a file named mno_dns.csv.

### 3.2.2 Banner Grabbing Module

In this module, we automate Step 4 of the workflow in Figure 3.1. The banner-grabbing module performs reconnaissance using Shodan and Censys APIs. It involves retrieving banner information and other details such as ASN, location, operating system, and vulnerabilities from the search engine APIs. As mentioned before, since both Shodan and Censys may provide different banners, we collect the banner data separately from Shodan and Censys and store them under two different categories: banner_shodan and banner_censys. This allows us to have a complete set of banners from both search engines. To ensure the collected banner information is unique and aggregated, we combine the banners obtained from both search engines. By doing so, we eliminate duplicate entries and create a consolidated collection of banners that provides a more comprehensive view of the target system or infrastructure. Figure 3.5 and 3.6 illustrate the service banner grabbed by Shodan and Censys, respectively, for the same IP address. We aggregate this banner by comparing and collecting
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![Figure 3.3: DNS record gathered from MXToolBox](image)

Subdomain, A, NS, MX, CNAME, TXT  
asp.telecom.fi, 217.152.49.12, ns-fi.telecom.net, pop.kolumbus.fi, ,

![Figure 3.4: DNS records stored for a telecommunications operator after processing](image)

the unique banner information from both banners in the `banner_aggregated` field. Figure 3.7 presents the banner metadata we store for the given IP Address in a JSON file.
"banner_shodan": [  
  {  
    "port": 443,  
    "banner": "HTTP/1.1 404 Not Found\r\nServer:  
    \t Apache/2.4.54 (Unix) OpenSSL/1.1.1n\r\n    \t nContent-Length: 196\r\n    Content-Type: text/html; charset=iso-8859-1\r\n    Set-Cookie: BIGipServer~TCMLAB~labtcm.telecom.fi- path \n    \t =/; Httpponly; Secure\r\n  } 
]  

Figure 3.5: A banner grabbed from Shodan

"banner_censys": [  
  {  
    "service_name": "HTTP",  
    "banner": "HTTP/1.1 404 Not Found\r\nServer:  
    \t Apache/2.4.54 (Unix) OpenSSL/1.1.1n\r\n    \t nContent-Length: 196\r\n    Content-Type: text/html; charset=iso-8859-1\r\n    Set-Cookie: BIGipServer~TCMLAB~labtcm.telecom.fi-; path \n    \t =/; Httpponly; Secure\r\n    "port": 443  
  },  
  {  
    "service_name": "HTTP",  
    "banner": "HTTP/1.1 401 Unauthorized\r\nServer:  
    \t Apache/2.4.54 (Unix) OpenSSL/1.1.1n\nWWW-Authenticate: Basic realm="CT"\r\n    \t -Length: 381\r\n    Content-Type: text/html; charset=iso-8859-1\r\n    Set-Cookie: BIGipServer~TCMLAB~labtcm.telecom.fi-; path \n    \t =/; Httpponly; Secure\r\n    "port": 8445  
  } 
]  

Figure 3.6: A banner grabbed from Censys
3.2.3 Banner Analysis Module

This module focuses on automating steps 5 and 6 of the workflow presented in Figure 3.1. The banner analysis module is important in processing the collected banners and extracting relevant server-related data. For example, consider the banner shown in Figure 3.7, where we further process it and collect the server data Apache/2.4.29. It is important to note that the structure of the captured banners varies depending on the associated service. Therefore, we adopt a systematic approach by processing each service banner differently and extracting only the relevant server details from the grabbed banner. Table 3.3 presents an overview of the different banner structures encountered and the corresponding server information obtained from the analysis process.

In addition to capturing server details, the module incorporates a vulnerability analysis component. Leveraging the capabilities of the nvdlib API [51], we search for CVE information based on the extracted server details from the banner and the CPE details collected from search engines. By combining the CVE information retrieved through the nvdlib API with the vulnerability details obtained from the opts field in Shodan, we generate an output file containing potential vulnerabilities along with its severity present within the telecommunications operator network infrastructure.

3.3 Tool Usage

Figure 3.8 represents the snapshot of the command line tool developed in Python. Before using the tool, users can set up their API keys for Shodan, Censys, NVD and, MXToolBox using the apikeys.sh file. The tool runs with a mandatory argument mno, corresponding to the name of the Mobile Network Operator (MNO) for which the tool is intended to run. For a more targeted analysis, the tool offers optional flags.

- The ip and host flags retrieve all IP addresses and hosts associated with the specified MNO operator, respectively. The resulting lists are saved in separate CSV files named mno_ip.csv and mno_host.csv.

- The sub flag retrieves a list of subdomains for the given MNO operator, which is then saved to a CSV file named mno_subdomains.csv. Users can also provide a list of keywords that can be used to filter the subdomains.
• The dns flag retrieves MX, NS, CNAME, A, and TXT records for the specified MNO operator. The resulting records are saved to a CSV file named mno_dns.csv file. Users can further specify an additional argument representing the specific type of DNS record to search for.

• The stat flag provides a statistical summary for services, ports, vulnerabilities, and server details related to the specified MNO operator. The results are saved to an Excel file named mno_stats.xlsx.

• The c flag stores and provides a list of IPs with no services or ports that are reachable.

• The port and service flags allow users to search for a specific port or service and then return a list of IPs that have the specified port or service exposed. This additional tool feature allows users to search for a port or service they are interested in.

• The server flag allows the user to search for a particular server name such as Apache and provides a list of all the versions associated with the server, along with the list of IP addresses for each version.

• The cve flag enables the user to search for CVEs associated with a given server version. The results include CPE, CVE Id, severity, and description of the CVE. The results are saved to an Excel file named mno_cve_tech.xlsx
"ip_address": ",
  "isp": ",
  "asn_": {},
  "location": {}
  opts": {
    "vulns": [],
    "heartbleed": "2023/06/20 19:06:09
→ 62.71.106.231:443"
  },
  "operating_system": [
    {
      "cpe": "cpe:2.3:a:f5:big\-
→ ip_local_traffic_manager
→ \*:*:*:*:*:*:*:*",
      "vendor": "F5",
      "product": "BIG-IP LTM",
      "other": {
        "family": "BIG-IP"
      }
    },
  ],
  "banner_aggregate": [
    {
      "service_name": "HTTP",
      "banner": "HTTP/1.1 404 Not Found\r\n\nServer:
→ Apache/2.4.54 (Unix) OpenSSL/1.1.1n\r\n\nContent-Length: 196\r\nContent-Type: text/html; charset=iso-8859-1\r\nSet-Cookie:
→ BIGipServer~TCMLAB~labtcm.telecom.fi--; path /; Httpponly; Secure\r\n",
      "port": 443
    },
    {
      "service_name": "HTTP",
      "banner": "HTTP/1.1 401 Unauthorized\r\n\nServer:
→ Apache/2.4.54 (Unix) OpenSSL/1.1.1n\r\n\nWWW-
→ Authenticate: Basic realm="CT"
\nContent-Length: 381\r\nContent-Type: text/html;
\ncharset=iso-8859-1\r\nSet-Cookie:
→ BIGipServer~TCMLAB~labtcm.telecom.fi--; path /"; Httpponly; Secure\r\n",
      "port": 8445
    }
  ]
},

Figure 3.7: Aggregate banner
<table>
<thead>
<tr>
<th>Banner</th>
<th>Server</th>
</tr>
</thead>
</table>
| ```json
  {
    "port": 80,
    "banner": "HTTP/1.1 200
      OK
      Date: Mon, 6 Jun 2023
      00:13:36
      GMT
      Server:
      Apache/2.4.29 (Ubuntu)
      Last-Modified: Tue, 19 Nov 2019
      00:27:31
      GMT
      ETag: "0-597af15994d8c0"
      Accept-Ranges: bytes
      Content-Length: 0
      Content-Type: text/html
  }
``` | ```json
  {
    "server": "Apache/2.4.29 (Ubuntu)"
  }
``` |
| ```json
  {
    "port": 21,
    "banner": "220 ProFTPD
      Server (ProFTPD)
      530 Login
      incorrect.
      214...
      TVFS
      UTF8
      211 End"
  }
``` | ```json
  {
    "server": "ProFTPD Server (ProFTPD)"
  }
``` |
| ```json
  {
    "port": 22,
    "banner": "SSH-2.0-
      OpenSSH_7.4
      Key type: ssh-rsa
      : "
  }
``` | ```json
  {
    "server": "SSH-2.0-
      OpenSSH_7.4"
  }
``` |

Table 3.3: Banner and server information
Figure 3.8: Snapshot of the tool
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Evaluation and Results

In order to evaluate the tool, we ran it for one of the major operators in Finland. To maintain anonymity, we will refer to this operator as “MNO” throughout this discussion. Furthermore, our analysis focused exclusively on the results obtained from websites with the ‘.fi’ top-level domain (TLD). We used several commands to run the tool and gather results.

4.1 Subdomains

The tool returned 113 subdomains for the operator. This list of subdomains also revealed some test-related subdomains. By default, while running the tool with the \(-\text{sub}\) flag, it returns all the subdomains it can gather for the given operator. In addition, the subdomains can be filtered by passing additional arguments.

We ran the tool for the operator \texttt{mno} and filtered out the list with the keywords \texttt{tst, test, sandbox, beta, qa} using the command in Figure 4.1. Table 4.1 presents a subset of such subdomains gathered. Test subdomains often have less stringent security measures than production systems. The presence of such subdomains doesn’t necessarily mean that they are vulnerable endpoints. However, such subdomains could be an attractive target for attackers.

```
telco_attack_surface.py mno \(-\text{sub} \tst,\text{test, sandbox, beta, qa} \rightarrow qa
```

Figure 4.1: Command for gathering subdomains
4.2 DNS Records

The results for the DNS records for the operator further revealed more details about the operator. By default, the tool presents the DNS results for all the subdomains it has gathered. An additional flag can be sent to gather specific DNS records. We ran the tool with the command in Figure 4.2, and a sample of observed results is presented in Table 4.2. The CNAME record for the subdomain `ar.mno.fi` indicates that the domain is using `cloudfront.net`, a content delivery network (CDN) provided by Amazon Web Services (AWS). Similarly, the CNAME record for `designsystem.mno.fi` suggests that the MNO Design System can be hosted or deployed using the Netlify platform. These findings shed light on the infrastructure and services employed by the operator, offering valuable information for further analysis and assessment.

```
telco_attack_surface.py mno -dns CNAME
```

Figure 4.2: Command for gathering DNS records

4.3 Statistical Summary

We used the `ip` flag in the tool to collect the IP addresses associated with the specified MNO operator. The tool returned 501 distinct IP addresses and their corresponding hostnames for the given operator and `.fi` TLD (`mno.fi`). Using the `-c` flag, we classified the IP addresses based on the exposed services, that
<table>
<thead>
<tr>
<th>Subdomain</th>
<th>CNAME</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ar.mno.fi</td>
<td>d3h70a8zndek6p.cloudfront.net</td>
<td>Uses Amazon CloudFront CDN</td>
</tr>
<tr>
<td>viprapointointi.mno.fi</td>
<td>soneravip.meridix.se</td>
<td>Uses Meridix platform for reporting purposes</td>
</tr>
<tr>
<td>viprec.mno.fi</td>
<td>mnolive.icallsuite.com</td>
<td>Uses icallsuite platform</td>
</tr>
<tr>
<td>yhteiso.mno.fi</td>
<td>mnofinal-fi-community.insided.com</td>
<td>Uses the inSided platform</td>
</tr>
<tr>
<td>designsystem.mno.fi</td>
<td>romantic-hermann-332lec.netlify.com</td>
<td>Hosted or deployed using Netlify</td>
</tr>
</tbody>
</table>

Table 4.2: Sample of DNS CNAME records gathered
Figure 4.3: Services distribution

Table 4.3: Statistical summary of CVE count

<table>
<thead>
<tr>
<th>Server</th>
<th>Server Version</th>
<th>Server Distribution (% of total servers)</th>
<th>CVE Count</th>
<th>Severity CRITICAL</th>
<th>Severity HIGH</th>
<th>Severity MEDIUM</th>
</tr>
</thead>
<tbody>
<tr>
<td>Apache</td>
<td>Apache/2.4.29</td>
<td>10.34%</td>
<td>13</td>
<td>15</td>
<td>13</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Apache/2.4.54</td>
<td>12.07%</td>
<td>2</td>
<td>2</td>
<td>1</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Apache/2.4.6</td>
<td>6.90%</td>
<td>13</td>
<td>13</td>
<td>13</td>
<td></td>
</tr>
<tr>
<td></td>
<td>Apache/2.4.37</td>
<td>8.62%</td>
<td>13</td>
<td>19</td>
<td>14</td>
<td></td>
</tr>
<tr>
<td><strong>Subtotal</strong></td>
<td></td>
<td><strong>37.93%</strong></td>
<td><strong>41</strong></td>
<td><strong>49</strong></td>
<td><strong>41</strong></td>
<td></td>
</tr>
<tr>
<td>Nginx</td>
<td>nginx/1.18.0</td>
<td>5.17%</td>
<td>0</td>
<td>4</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td></td>
<td>nginx/1.20.1</td>
<td>1.72%</td>
<td>0</td>
<td>3</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td></td>
<td>nginx/1.25.1</td>
<td>3.45%</td>
<td>0</td>
<td>2</td>
<td>0</td>
<td></td>
</tr>
<tr>
<td><strong>Subtotal</strong></td>
<td></td>
<td><strong>10.34%</strong></td>
<td><strong>9</strong></td>
<td><strong>9</strong></td>
<td><strong>0</strong></td>
<td></td>
</tr>
<tr>
<td>OpenSSH</td>
<td>SSH-2.0-OpenSSH_8.2p1</td>
<td>6.90%</td>
<td>0</td>
<td>4</td>
<td>2</td>
<td></td>
</tr>
<tr>
<td></td>
<td>SSH-2.0-OpenSSH_7.6p1</td>
<td>3.45%</td>
<td>0</td>
<td>2</td>
<td>7</td>
<td></td>
</tr>
<tr>
<td><strong>Subtotal</strong></td>
<td></td>
<td><strong>10.34%</strong></td>
<td><strong>6</strong></td>
<td><strong>6</strong></td>
<td><strong>9</strong></td>
<td></td>
</tr>
</tbody>
</table>

detail using the `cve` flag in the tool. Table 4.4 presents vulnerability details extracted from the tool’s most used server version for the given MNO operator, Apache/2.4.54. The CVEs describe various vulnerabilities in the version of Apache HTTP Server. The vulnerabilities involve memory read/write issues,
inconsistent interpretation of HTTP requests, header truncation, and HTTP Request Smuggling attacks. However, it is important to acknowledge that the presence of CVEs does not automatically indicate that they are exploitable, as our tool does not evaluate any defense mechanisms in place. The exploitation of these vulnerabilities also depends on other factors, such as specific server configurations, implemented security measures, and applied security patches.

Nonetheless, it remains imperative to pay attention to the existence of such CVEs within the purview of the public Internet. While their exploitability depends on different factors, being aware of these vulnerabilities enables organizations to assess risks, take necessary measures to reduce them, and actively manage vulnerabilities to improve system security.
<table>
<thead>
<tr>
<th>CPE</th>
<th>CVE ID</th>
<th>Criticality</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>cpe:2.3:a:apache:libxml2:2.0.33</td>
<td>CVE-2023-25690</td>
<td>CRITICAL - 9.8</td>
<td>A vulnerability in Apache HTTP Server allows an HTTP Request Smuggling attack due to certain mod_proxy configurations.</td>
</tr>
<tr>
<td></td>
<td>CVE-2022-36760</td>
<td>CRITICAL - 9.0</td>
<td>Inconsistent interpretation of HTTP requests vulnerability in Apache HTTP Server’s mod_proxy_ajp allows an attacker to smuggle requests to the forwarded AJP server.</td>
</tr>
<tr>
<td></td>
<td>CVE-2006-20001</td>
<td>HIGH - 7.5</td>
<td>A carefully crafted If: request header in Apache HTTP Server 2.4.54 and earlier can cause a memory read or write, potentially leading to a process crash.</td>
</tr>
<tr>
<td></td>
<td>CVE-2023-27522</td>
<td>HIGH - 7.5</td>
<td>Apache HTTP Server via mod_proxy_uwsgi is vulnerable to HTTP Response Smuggling.</td>
</tr>
<tr>
<td></td>
<td>CVE-2022-37436</td>
<td>MEDIUM - 5.3</td>
<td>Prior to Apache HTTP Server 2.4.55, a malicious backend can truncate response headers, causing some headers to be incorporated into the response body, potentially bypassing security purposes.</td>
</tr>
</tbody>
</table>

Table 4.4: Gathered Vulnerability details for Apache/2.4.54
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Discussion

In this thesis, we developed a research workflow to map the attack surface of telecommunication networks using passive techniques. We further automated the workflow and developed a tool for this purpose. Anyone with access to the Internet can use this tool to map the attack surface of the telecommunications operator. Telecommunications operators can use this tool to conduct audits and gain an external perspective on their network’s security. Additionally, this tool can be leveraged by cybersecurity enthusiasts and researchers to gain a better understanding of telecommunications operators’ network architecture.

Due to the use of passive techniques, the tool possesses inherent limitations regarding the results it can gather. Nevertheless, as the tool is built with passive reconnaissance tools and follows a modular architecture, the tool is flexible and can be extended, leaving room for future enhancements and research in the field.

5.1 Limitations

During the implementation of this thesis, several technical limitations were encountered and are worth discussing. While developing our tool, we leveraged several passive reconnaissance tools, including MxToolBox, Censys, Shodan, and Sublist3r. Primarily, limitations were observed with the APIs of Censys and MxToolBox. Censys, a data collection tool, limits free accounts to 250 API requests per month, and MxToolBox, another data collection tool, limits free accounts to 68 requests per day. To overcome this limitation, we extended the data collection over weeks and days until we gathered enough data that allowed further analysis and evaluation. Nonetheless, users of the tool have the option of purchasing the paid version.
of these APIs and configuring their API keys in the apikeys.sh file for Shodan, Censys, and MxToolBox, allowing for more comprehensive results.

Furthermore, it is essential to acknowledge the limitations of the employed methodology and the obtained results. The focus of this thesis was on the use of existing passive tools and techniques to map the attack surface of telecommunications operators. Thus, the gathered results predominantly pertain to generic network assets of mobile network operators and may not be specific to telecommunications infrastructure. This limitation arises because existing tools primarily target generic network assets and do not extensively scan for telecommunications-specific ports and protocols. Active scanning methodology can be used to scan for telecommunications-specific ports and protocols to collect more information regarding telecommunications infrastructure.

In addition, there is a limitation associated with the list of Common Vulnerabilities and Exposures (CVEs) compiled from our tool, as it does not guarantee their exploitable nature. The exploitability and severity of these vulnerabilities depend on specific server configurations and the defense mechanisms in place. Passive techniques cannot assess the existence of defense mechanisms, such as firewall policies set up by the operators. Although we retrieve the list of server versions and their associated CVEs from our tool, we lack information regarding the server configurations, which typically necessitates direct interaction with the server, i.e., active reconnaissance techniques. Therefore, while the results provide insights into potential risks and assist in risk assessment, further analysis using active techniques is necessary to evaluate the exploitability of vulnerabilities.

Another limitation encountered throughout this thesis is the scarcity of publicly available information regarding the configuration and deployment of telecommunications infrastructure. For instance, databases administered by GSMA, such as the IR.21 database, which contains standardized details about network infrastructure and interconnection for each operator, are usually limited to authorized individuals within the telecommunications industry. This limitation restricts the scope of queries formulated using search engines. Therefore, it is crucial to foster collaboration and information exchange among industry stakeholders and researchers to achieve a more comprehensive understanding of the telecommunications network infrastructure.
5.2 Future Directions

To further enhance the capabilities and effectiveness of our tool for mapping the attack surface of telecommunication operators, we propose several extensions and improvements. These future directions aim to overcome the limitations identified in our research and provide a more comprehensive assessment of telecommunication network security.

**Active scanning methodology:** In our research study thus far, our investigation of the telecommunication operator has relied only on the use of publicly accessible resources, and the methodology adopted is passive reconnaissance, and we relied on the banners grabbed from Shodan and Censys. This thesis work does not include active scanning for ports. Active scanning can be employed using several network and port scanning tools mentioned in Section 2.3.1 to scan for telecommunications-specific ports and protocols presented in Table 5.1.

<table>
<thead>
<tr>
<th>Protocols</th>
<th>Port</th>
</tr>
</thead>
<tbody>
<tr>
<td>Radius</td>
<td>1812</td>
</tr>
<tr>
<td>Stream Control Transmission Protocol (SCTP)</td>
<td>9899</td>
</tr>
<tr>
<td>Diameter</td>
<td>3868</td>
</tr>
<tr>
<td>Signaling System 7 (SS7)</td>
<td>2904</td>
</tr>
<tr>
<td>GPRS Tunneling Protocol for Control Plane (GTP-C)</td>
<td>2123</td>
</tr>
<tr>
<td>GPRS Tunneling Protocol for User Plane (GTP-U)</td>
<td>2152</td>
</tr>
</tbody>
</table>

Table 5.1: List of telecommunications-specific ports and protocols

To address this, we can incorporate such as Masscan into our proposed tool to search for these specific ports and protocols. The Masscan command can be used as shown below. The target list file will be generated by our tool, containing all the IP addresses associated with the specific telecommunications operator.

```
masscan -p <port> --protocol <protocol> -iL <target_list_file>
```

However, it is important to note that existing tools such as Massscan may not have built-in support for telecommunications-specific ports and protocols. To overcome this limitation, the use of Scapy can be explored, as it allows for the generation of custom packets and enables tailored active scanning for telecommunication networks.
Integration of Additional Tools: While the present thesis concentrates on a specific set of tools for assessing network assets, this analysis can be expanded by integrating additional tools that cover a broader range of assets. This expansion can be achieved by integrating other tools that target areas beyond network assets, such as Spiderfoot and Maltego, as discussed in Section 2.3.2.5.

Evaluation of Defense Mechanisms: The existing methodology relies solely on passive techniques, which does not allow us to explicitly evaluate the defense mechanisms used by telecommunications operators. To address this limitation, we propose an extension of the tool to assess potential defense mechanisms, including firewalls, Intrusion Detection Systems (IDS), and Intrusion Prevention Systems (IPS). Through the use of tools like Nmap, we can verify the existence of firewalls and other protective measures that can impact the attack surface [52]. Furthermore, the Metasploit framework can be leveraged to develop, test, and execute exploit code, enabling a comprehensive examination of security vulnerabilities [53]. Therefore, the incorporation of active scanning techniques using tools like Nmap and Metasploit can aid in identifying and evaluating potential defense mechanisms.

HCI-Based Methods: As previously mentioned in the limitations, the lack of insider information regarding the deployment of telecommunications infrastructure presents challenges to the methodology. To overcome this limitation, conducting interviews with network engineers responsible for these systems is proposed as a potential area for improvement. Engaging with industry experts would enable the collection of valuable insider knowledge and insights into the deployment and configuration of telecommunications infrastructure. This approach complements the technical analysis and facilitates a more comprehensive understanding of the attack surface.
Conclusions

In this thesis, we proposed a methodology to map the network attack surface of telecommunications operators using passive techniques. We provided an overview of network assets and passive reconnaissance tools. Additionally, we conducted a thorough literature review, revealing a research gap in mapping attack surfaces for telecommunications operators. To address this gap, we developed a research workflow to streamline our proposed methodology and developed a Python-based command line tool to automate the process. To evaluate the tool, we ran it for a mobile network operator and examined the results. The tool effectively gathered information about network assets, such as subdomains, DNS records, IP addresses, and server version details. It also identified potential vulnerabilities in the network infrastructure of mobile network operators. These results helped us identify test subdomains, third-party services from DNS records, exposed services and ports, and the server and operating system versions used by the operator. Additionally, the results highlighted potential vulnerabilities associated with the used servers.

It is important to note that our tool did not evaluate the defense mechanisms in place, and we did not conduct any exploits. Therefore, the exploitable nature of these vulnerabilities cannot be guaranteed. Furthermore, our tool primarily focused on generic network assets rather than being specific to telecommunications infrastructure. While it offered valuable insights into enterprise network assets, future research could explore a more granular view of telecommunications-specific infrastructure.

Our developed tool is flexible and allows for easy extension and adaptation, making it a versatile asset for future enhancements and research in the field. We anticipate our work will inspire further advancements in telecommunication network security and open doors for academic research.
in a traditionally closed industry.
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potentiella säkerhetsrisker

"Keywords" swe: [Attackytan, Telekommunikation, Passiv Rekonnaissance, Mobilnätssoporator, Offentligt Internet]

Kartläggning av Attackytan, Telekommunikation, Passiv Rekonnaissance, Mobilnätssoporator, Offentligt Internet.